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DEPARTMENT OF DEFENSE 

Office of the Secretary 

Strategic Environmental Research and 
Development Program, Scientific 
Advisory Board 

AGENCY: Department of Defense. 
ACTION: Notice. 

SUMMARY: This Notice is published in 
accordance with Section 10(a)(2) of the 
Federal Advisory Committee Act (Pub. 
L. 92–463). A meeting of the Strategic 
Environmental Research and 
Development Program (SERPD), 
Scientific Advisory Board will be held 
on October 28–30, 2008. The topic of 
the meeting is to review new start and 
continuing research and development 
projects requesting Strategic 
Environmental Research and 
Development Program funds in excess 
of $1M. This meeting is open to the 
public. Any interested person may 
attend, appear before, or file statements 
with the Scientific Advisory Board at 
the time and in the manner permitted by 
the Board. 
DATES: Tuesday, October 28, 2008 from 
9 a.m. to 5 p.m., Wednesday, October 
29, 2008 from 9 a.m. to 5 p.m., and 
Thursday, October 30, 2008 from 8:30 
a.m. to 3 p.m. 
ADDRESSES: SERDP Office Conference 
Center, 901 North Stuart Street, Suite 
804, Arlington, VA 22203. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Jonathan Bunger, SERDP Office, 901 
North Stuart Street, Suite 303, 
Arlington, VA or by telephone at (703) 
696–2126. 

Dated: October 7, 2008. 
Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 
[FR Doc. E8–24392 Filed 10–14–08; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2008–OS–0126] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Inspector General, 
DoD. 
ACTION: Notice to amend five systems of 
records. 

SUMMARY: The Office of the Inspector 
General (OIG) is amending five systems 
of records notices in its existing 
inventory of record systems subject to 

the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended. 
DATES: This proposed action will be 
effective without further notice on 
November 14, 2008 unless comments 
are received which result in a contrary 
determination. 
ADDRESSES: Send comments to Chief, 
FOIA/PA Office, Inspector General, 
Department of Defense, 400 Army Navy 
Drive, Room 201, Arlington, VA 22202– 
4704. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Keith Mastromichalis at (703) 604–8723. 
SUPPLEMENTARY INFORMATION: The Office 
of the Inspector General (OIG) systems 
of records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the records 
systems being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: October 7, 2008. 
Patricia L. Toppings, 
Federal Register Liaison Officer, Department 
of Defense. 

CIG–04 

SYSTEM NAME: 

Case Control System—Investigative 
(May 31, 2006, 71 FR 30878). 

CHANGES: 

* * * * * 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Delete entry and replace with ‘‘The 
database is composed of records of 
investigations to include Reports of 
Investigation, Information Reports and 
Case Summaries, which are being or 
have been conducted by the OIG.’’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Delete entry and replace with 
‘‘Inspector General Act of 1978, (Pub. L. 
452), as amended; DoD Directive 5106.1, 
Inspector General of the Department of 
Defense; and E.O. 9397 (SSN).’’ 
* * * * * 

STORAGE: 

Delete entry and replace with 
‘‘Electronic storage media.’’ 

RETRIEVABILITY: 

Delete entry and replace with ‘‘By 
name or Social Security Number’’. 

SAFEGUARDS: 

Delete entry and replace with 
‘‘Computerized records maintained in a 
controlled area are accessible only to 
authorized personnel. Records are 
maintained in a controlled facility. 
Physical entry is restricted by the use of 
locks, guards, and is accessible only to 
authorized personnel. Physical and 
electronic access is restricted to 
designated individuals having a need 
therefore in the performance of official 
duties and who are properly screened 
and cleared for need-to-know. 
Electronic data system is password 
protected.’’ 

RETENTION AND DISPOSAL: 

Delete entry and replace with 
‘‘Electronic records are retained 
indefinitely for statistical purposes. 
Paper records are destroyed after one 
year’’. 

SYSTEM MANAGER(S) AND ADDRESS: 

Delete entry and replace with 
‘‘Director, Internal Operations 
Directorate, Defense Criminal 
Investigative Service, Office of the 
Inspector General for Investigations, 
Office of the Inspector General of the 
Department of Defense, 400 Army Navy 
Drive, Arlington, VA 22202–4704.’’ 
* * * * * 

CIG–04 

SYSTEM NAME: 

Case Control System—Investigative. 

SYSTEM LOCATION: 

Primary location: Office of the 
Inspector General, Department of 
Defense, Office of the Deputy Inspector 
General for Investigations, Defense 
Criminal Investigative Service (DCIS), 
400 Army Navy Drive, Arlington, VA 
22202–4704. 

Decentralized locations: Office of the 
Deputy Inspector General for 
Investigations/ Defense Criminal 
Investigative Service Field Offices, 
Resident Agencies, and Posts of Duty 
have temporary control over portions of 
the records. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Any person or activity which is or has 
been the subject of an OIG investigation. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Individual’s name, Social Security 
Number (SSN), address, records of 
investigations to include Reports of 
Investigation, Information Reports and 
Case Summaries, which are being or 
have been conducted by the OIG. 
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